Difficulties Regarding the Right to Be Forgotten in the Case Law of the Strasbourg Court
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Through the interpretation of the European Convention on Human Rights, the case law of the European Court of Human Rights plays a central role in developing the case law of other European courts, and its guidance is of utmost importance for European states that seek to follow certain European minimum principles. While its case law is evolving continuously, the court seems unable to keep up with the pace of changes brought about developments in digital technology and the spread of the Internet. Thus, the principles developed by the court for the offline world need to be revised, even though the role and impact of the court on European legal theory is met by no other institution. Such phenomena may break down the foundations of our traditional theoretical frameworks and lead to the necessity to revisit the balancing principles applied when there is a conflict between individual rights. With regard to the ‘right to be forgotten’ introduced by the Court of Justice of the European Union in its Google Spain Judgement, this paper seeks to identify certain challenges the balancing standard applied concerning Articles 8 and 10 of European Convention of Human Rights may need to face in the future.
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Introduction and Methodology

In 2010, Mario Costeja González realised that information displayed on the list of search results returned by Google’s search engine included a link to a newspaper article published in the online edition of La Vanguardia, a Catalan daily paper, which contained outdated information regarding Mr. González. The newspaper article contained information on an official proceeding relating to the collection of Mr. González’s public debt. However, the content of the article was outdated at the time of running the search, as the cases were settled in the meantime. The case made its way through the Spanish authorities to the Court of Justice of the European Union (hereinafter “CJEU”) and became commonly known as the Google Spain case, in which the CJEU held that Mr. González had a right to be forgotten by the Internet. In the wake of the judgement passed in Google Spain, Article 17 of the EU General Data Protection Regulation also
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provides for a right to be forgotten and lays down the conditions of exercising that right.\(^2\) This right serves as a guarantee that users may request Google or other search engine providers to erase links to information that may be associated with them, provided that certain conditions are met.\(^3\) According to the CJEU, this right is based on the provisions of the Data Protection Directive and Articles 7 and 8 of the EU Charter of Fundamental Rights providing protection for private life and personal data, respectively. The interpretation of these provisions is also supported by the interpretation of the European Convention on Human Rights (hereinafter “ECHR”) as rendered by the established by the case law of the European Court of Human Rights (hereinafter “ECtHR”).

After clarifying certain preliminary issues, this paper attempts to highlight the importance of various matters that have been covered only indirectly by the case law of the court so far. This study makes an attempt to compare the reasons for a right to be forgotten, as presented in the Google Spain judgement, to the guidelines developed by the ECtHR, with a strong focus on the role of freedom of expression when balanced against the right to be forgotten forming part of the right to private life. In other words, this paper examines the relationship between Article 8 ECHR and the right to be forgotten, and considers the challenges faced by the balancing standard traditionally applied in the case law of the ECtHR when interpreting/re-interpreting the right to be forgotten.

The Relevance of the Right to be Forgotten under the European Convention on Human Rights

According to Article 10 of ECHR, every person has a right to freedom of expression, and this right includes the freedom to hold opinions and to receive and impart information and ideas.\(^4\) However, the right mentioned in this provision does not exist in a vacuum\(^5\), and it may be limited on the ground of protecting the rights of others. For example, the right of others to a private life may be a reasonable limit of the right provided for in Article 10. This means that if the right to be forgotten is derived from the right to a private life provided for in Article 8 ECHR, then the right to access information, as provided for in Article
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\(^2\)REGULATION (EU) 2016/679. The EU General Data Protection Regulation (“GDPR”) entered into force on 24 May 2016 and has been mandatorily and directly applicable without any further legal act by the Member States. According to Article 17 of the Regulation, a data subject has the right to obtain from the controller the erasure of personal data concerning him or her and a controller has the obligation to erase personal data where any of the grounds specified in Articles 17(1)(a) to (f) applies. Where a controller has made the personal data public and is obliged to erase the personal data on any of the above grounds, the controller, taking account of available technology and the cost of implementation, is to take reasonable steps to inform controllers which are processing the personal data that the data subject has requested the erasure by such controllers of any links to, or copy or replication of, those personal data. The provision is not applicable where the processing of data is necessary for any of the reasons specified in points (a) to (e) of paragraph (3), including for exercising the right of freedom of expression.

\(^3\)Keller (2014).


\(^5\)Dulong de Rosnay & Guadamuz (2016).
10, may be limited on the ground of protecting the right to be forgotten, provided that certain conditions are met. This issue is considered by the court on an ad hoc basis by balancing the rights provided for in Articles 8 and 10. Various eras of this balancing process can be identified in the case law of the court. As part of its progressive legal activities, the court applies various principles of interpretation. For the purpose of the right to be forgotten, the doctrine of a living instrument seems relevant, as it allows the court to interpret the provisions of the Convention as living law and to compare and adjust its changes to the current situation and circumstances. This doctrine may enable the ECtHR to acknowledge a new interpretation of the right to be forgotten; the existence of this right has already been acknowledged in the case law of the court, but its components need further clarification, considering that the nature of the flow of information on the Internet might make it necessary to take into account various factors that were not taken into account in the case law pertaining to the offline world. In an online environment, the right to be forgotten is not limited to the possibility to have some information “erased”, but it also restricts the activities of search engines by “cutting” the link shown among the search results of such engines; in other words, it does not erase the piece of information concerned, merely makes it inaccessible, provided that the conditions of exercising the right to be forgotten are met.

At the time of writing, there is no information available on such an interpretation of the right to be forgotten by the ECtHR with regard to Google. However, to make future applications concerning the right to be forgotten relevant under Article 8 of the Convention, it must be considered how a case involving Google may be brought before the ECtHR, and how the right to be forgotten may be rooted in the case law of the court.

Primarily, a claim may be based on a violation of the Convention, if the applicant, after exhausting the available effective remedies under national law, files a motion against a member state; this means that the subject of the dispute is not the establishment of liability on the side of a private party. Thus, the violation of a right provided for in the Convention may be established, if the violations of the rights of an individual provided for under the Convention are committed by a member state. However, the case law of the court recognises the possibility of holding a member state accountable for the actions of a private party. Following the arguments of Simon Wechsler, such accountability may be established if a state fails to perform its positive obligation to take adequate measures to ensure that Google and other search engine providers operate in a lawful manner, and, by not establishing an appropriate legal framework or applying the existing rules inadequately, it allows such service providers to misinterpret or ignore situations where the right to be forgotten may be exercised. Another, somewhat questionable, argument is that the right to be forgotten may be relevant to the ECtHR, if the activities of Google and other search engine
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6 Keller (2014) at 395.
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providers are considered the performance of government tasks, and the case is brought to the ECtHR because Google itself may be considered a government actor that is capable of violating the rights of individuals, thereby making it possible to bring the case to the court. However, this does not seem feasible without recognizing that Google and other search engine providers carry out a task delegated onto them by the state when they decide on granting or denying a request for erasure, i.e. on the possibility of exercising the right to be forgotten. In light of the above considerations, it seems possible that a future situation may arise where the ECtHR will have to address the notion of the right to be forgotten in an online environment.

However, when considering the relevance of the right to be forgotten for the purpose of the ECHR, it should be pointed out that the grounds the CJEU relied on in the Google Spain decision are different from the grounds the ECtHR relied on when it elaborated the meaning of the right to a private life in its case law. On the one hand, the CJEU considered primarily the purpose limitation of data processing in light of Articles 7 and 8 of the Charter of Fundamental Rights and the provisions laid down in the Data Protection Directive, and it assessed whether the data processing by Google is excessive, irrelevant, or outdated with regard to the original purposes of processing. On such grounds the CJEU ruled that, among others, making the links to the personal data of the Spanish applicant available was unlawful, and it ordered Google to make the links to such data unavailable. On the other hand, the ECtHR attempted to balance access to information about individuals against the rights of the individual concerned with general effect, and it sought determine if the individual concerned suffered any damages due to the publication of information.

The remaining questions include to what extent can the ECtHR follow the directions of interpretation specified laid down in the Google Spain decision in the course of applying the traditional balancing standard, and what changes will this standard undergo with regard to the new problems that arise concerning online surfaces and the operation of search engines. Another question is whether or not the ECtHR needs to apply additional conditions to be able to strike an adequate balance between Articles 8 and 10 ECHR. Moreover, it might become necessary to extend the scope of the right to private life in order to enable the court to assess the application of the right to be forgotten. The ECtHR has already faced difficulties concerning the interpretation of Article 8 ECHR on numerous occasions. As already noted, the ECtHR brought more and more rights under the scope of Article 8 of ECHR by applying the living instrument doctrine; among others, the right to the protection of personal data was developed into an individual right recognised under Article 8 of ECHR. Today, the ECtHR enables individuals to flourish by gradually recognizing various personality
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10 However, this position seems questionable. Even though it seems clear that Google, by creating a public space, has become an important component of the operation of democratic societies, the government still provides additional legal remedies, should Google fail to guarantee the possibility of exercising the right to be forgotten. For this reason, the idea of Google carrying out government tasks is quite doubtful.

11 Post (2017).

rights or, in the words of Feinberg, "interests leading to human flourishing".\textsuperscript{13} As a result of recent efforts taken by the ECtHR, the right to private life provided for under Article 8 of ECHR has been transformed into a conventional personality right.\textsuperscript{14} Recently, the rights recognised under Article 8 of ECHR have exceeded the traditional aspects of the right to private life due to the interpretation activity of the ECtHR, and it has become known as the right human flourishing in recent legal literature. In the context of the expanding scope of Article 8 of ECHR, the dissenting opinion of Judge Egidijus Kūris to a recent case should be mentioned, as it points out the limitations of interpretation regarding Article 8 of ECHR. With regard to the meaning of the right to a private life provided for under Article 8, Judge Kūris notes that it is a noticeable trend in the case law of the ECtHR that, in light of the broad limits of interpreting the meaning of the right to a private life, whatever is not excluded in principle is considered by the ECtHR as the rule automatically and as an interference with private life. A possible issue with this approach is that the meaning of private life has been expanded by the ECtHR so far that it covers almost each and every kind of activities, including activities that belong to the private sector by nature and are only loosely connected to private life. However, Judge Kūris also notes that another trend is also noticeable in the ECtHR case law. Namely, certain judgements seem to "ignore" the personality rights effectively protected under Article 8 of ECHR in order to guarantee the right to the freedom of expression provided for under Article 10 of ECHR.\textsuperscript{15} This seems to suggest that, on the one hand, the case law of the ECtHR is inconsistent, and, on the other hand, the application of the right to private life in contemporary cases might be hindered by interpretation-related limitations in the future, when the recognition of such rights in an online environment is elaborated in more detail.\textsuperscript{16} It follows from the above considerations that the right to a private life needs to be re-interpreted in light of the right to be forgotten, and its relationship with Article 10 ECHR needs to be revisited. This way, applications for erasure from an offline database will be considered differently from applications for "being forgotten" among the search results of a search engine that provides fundamental access to information. Granting such requests without carefully elaborated standards might hinder the everyday flow of information, but may also become a means of protecting the personality of individuals. In light of the guidelines emerging from the case law, it seems that the court is of the opinion that exercising the rights of individuals in such a manner might be construed as the rewriting of history.\textsuperscript{17} This means that the ECtHR must reconsider the criteria of balancing that were applied earlier when the court decided on recognizing the right to be forgotten. Nonetheless, the limitations of expression, which were developed by the court

\textsuperscript{13}Feinberg (1984) at 37.
\textsuperscript{14}Sloot (2018) at 39.
\textsuperscript{15}Dissenting opinion by Judge Kūris in Erményi v. Hungary (2016). The European Court of Human Rights (ECtHR) ruled against Hungary and held that the Hungarian authorities violated the right to a private life of Erményi, Lajos, former vice-president of the Supreme Court, by removing him from his position by law before his time.
\textsuperscript{16}Perez & Baldia (2011).
\textsuperscript{17}Węgrzynowski and Smolczewski v. Poland Application (2013).
mostly with regard to an offline environment, should not be thrown out altogether as they may also be applied in an online environment. The following paragraphs make an attempt to demonstrate the various challenges faced by the traditional means of interpretation applied by the court.

**Various Approaches to the Interpretation of the Right to be Forgotten Google Spain Judgement “v.” Strasbourg Case Law**

The reasons of the Google Spain decision and the explanation for the theoretical framework of the right to be forgotten are rooted in the provisions laid down in the Data Protection Directive and Articles 7 and 8 of the EU Charter of Fundamental Rights. Article 8 of the Charter provides that everyone has the right to the protection of personal data concerning him or her, that such data must be processed fairly for specified purposes and on the basis of the consent of the person concerned or some other legitimate basis laid down by law, and that everyone has the right of access to data which has been collected concerning him or her, and the right to have it rectified. Article 7 provides that everyone has the right to respect for his or her private and family life, home and communications. This Article is in fact a repetition of Article 8 of ECHR providing for the right to respect for private and family life, meaning that the right provided for under Article 7 of the EU Charter should be interpreted the same way as Article 8 is interpreted by the ECtHR. Furthermore, this connection is also established by Article 52(3) of the EU Charter, providing that in so far as the EU Charter contains rights which correspond to rights guaranteed by the ECHR, the meaning and scope of those rights are to be the same as those laid down by the said Convention. However, following the ideas of Robert Post, the ECtHR lays down a theoretical framework for the right to be forgotten that is different from the one presented in the directive serving as ground for the Google Spain decision, Article 8 of the EU Charter of Fundamental Rights, or the EU GDPR (mandatorily applicable as of May 2018). The ECtHR case law focuses on guaranteeing a balance between the right to public debate and the damages caused by publication. In this context, the court applies the serious harm standard to assess the damages, meaning that the damages caused must reach a certain level to become a relevant factor concerning the violation of the right to private life. With regard to the right to be forgotten, the court will have to consider whether or not the damage (serious harm) was caused by the search results. In *Tamiz v. UK* the court ruled that Google’s blog-publishing service was not liable for comments, because the damages caused by such comments did not exceed the level of trivial effect. In other words, the ECtHR ruled that the damages were not significant in that case. In multiple cases, the court took into consideration the number of individuals who had access to a given piece of content when assessing the level of damages caused by a piece of communication.
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18 Koltay (2017) at 133.
20 Reputation is protected by the ECtHR under Article 8 ECHR.
For example, the ECtHR held in Einarson v. Iceland that the publication of a photograph on Instagram violated the right to respect for private life because the communication, being published on a public website, may reach a high number of people. 21

However, the pieces of legislation serving as ground for the Google Spain decision (the Directive, Article 8 of the EU Charter of Fundamental Rights, and the GDPR) apply a fundamentally different approach to the right to be forgotten. For example, the damages caused to the individual concerned are not mentioned in the Google Spain decision; on the contrary, it is specifically noted in the decision that the violation of his or her rights may be established even if the individual concerned did not suffer any damage. The CJEU explains in its reasoning that, with regard to “forgetting” a piece of information, it should be examined if the processing of the data concerned became irrelevant or excessive as compared to the purpose of processing. 22 In a sense, it is not easy to determine the meaning of terms like irrelevant, outdated, or excessive compared to the purpose of processing with regard to a link published by Google to a given website. Furthermore, as Post argues, such instrumental provisions and reasons seek to ensure the application of fair information processing practices, and extend such practices to Google, while they fails to acknowledge that Google, even though it is not a press outlet in the traditional sense of the word, can be considered as to have the same status as any other member of the press, and as such, the application of such instrumental provisions seem to be inapplicable. The press is to ensure the democratic operation of the public sphere, and it seems clear that Google performs the very same function by providing various links. For this reason, the instrumental provisions laid down in Article 8 of the EU Charter are quite hard to apply to the operations of Google. Thus, Post argues that the message of the Google Spain decision is fundamentally vague, as it refers to the instrumental provisions laid down in Article 8 of the EU Charter, which seeks to establish the above-mentioned fair information processing practices regarding platforms like Google – but such platforms necessitate a different approach due to their role. 23 Altogether, the CJEU considers Google an economic operator, and does not place adequate emphasis on the role it plays in society. This approach is also challenged by Daniel J Solove, a distinguished academic and privacy researcher, who analysed the issue whether or not Google may be considered a business association that is controlled by financial goals exclusively, ignoring the non-economic role it plays in contemporary societies. 24 However, the decision also invokes Article 7 of the EU Charter of Fundamental Rights, which does not seek to guarantee the right to dispose of data, but serves as a guarantee for human dignity, as elaborated in more detail in the case law of the ECtHR. Article 7 of the EU Charter may provide a more efficient means of re- interpreting the meaning, and ensuring the protection, of a public sphere by Google, than the provision laid down in Article 8 of the EU Charter, as the

22 Google Spain at 94.
23 Post (2017) at 712.
24 Solove (2014).
administrative logic of the latter is fundamentally incompatible with the communications related actions expected by a democratic public sphere. Data processing of this type may make sense in the context of large data sets collected and processed by governments or commercial bureaucracies. Google needs to be handled differently, because it is a fundamental source for the public; if the logic of instrumental administration is to be followed and a person is to be given control over his or her data, such control would hinder the exchange of information even in the context of matters that are subject to public debate continuously. Such an approach is fundamentally different from the one taken by the ECtHR, as it applies the right to be forgotten mostly as a means of consolidating the values of public discourse and private life. In this sense, the ECtHR focuses on the issue whether or not individual pieces of communication might become so harmful under the norms of “public morality” that they do not serve the legitimate interests of public opinion any longer and may be forgotten. This approach was affirmed by the ECtHR in Couderc and Hachette Filipachi Associesies v France, where the court explained that the right provided for under Article 8 of the Convention is to be construed in light of the “external context”. It may be concluded from the above considerations that the approach taken by the ECtHR toward the right to be forgotten follows a logic that is fundamentally different that of the right to be forgotten as elaborated in the Google Spain decision. The right to be forgotten as elaborated in that decision is not easy to consolidate with the value of social discourse, as individuals normally engage in discourse without determining the purpose of the discourse in advance, meaning that the assessment of purpose limitation is pointless in most common situations. However, the approach taken by the ECtHR toward the right to be forgotten is incompatible with and restricts the idea of public discourse. First, it restricts the idea of public discourse, because it prevents the publication of outdated information that violates human dignity and it allows individuals to have such information forgotten; second, it is incompatible with that idea, because it allows individuals to engage in public discourse without determining the purpose of the discourse in advance, and, by doing so, it seeks to strike a balance between public discourse and human dignity. This means that the interpretation provided by the ECtHR is more closely related to Article 7 of the EU Charter, which allows for a more flexible interpretation, because that provision may be able to guarantee the protection of human dignity by balancing the respective rights concerned. This was also noted by the court in the Google Spain decision, but the provisions laid down in Article 8 of the EU Charter prevailed over the provisions of Article 7 that are more closely related to the protection of human dignity. The CJEU sought to loosen up this instrumental logic by acknowledging in the Google Spain decision that the public role of an individual may justify the limitation of his or her personality rights, meaning that the right to be forgotten may not be applied

25 Post (2017) at 718.
26 Post (2017) at 724-731.
for public figures. Furthermore, both the Directive and the directly applicable GDPR provides that the use of data for journalistic purposes must be considered an exception, regardless to the content of any specific newspaper article.

The Traditional Balancing Criteria applied by the ECtHR and its Challenges

The CJEU did not reject the possibility of applying the approach taken by the ECtHR to address the right to be forgotten, but the reasons behind its decision is affected by the interpretation related difficulties discussed above. Furthermore, there is no general consensus regarding the issue of to what extent the CJEU relied on the traditional balancing standard elaborated by the ECtHR. For example, Article 19, a watchdog organisation, expressed concerns because the CJEU failed to carry out an adequate balancing of rights, and its decision imposes considerable restriction on the freedom of expression to serve the interests of the right to a private life.

This balancing standard seeks to strike a fair balance, requiring the courts of member states to set a fair balance between the rights provided for under the ECHR. The ECtHR relies on the criteria specified in the Von Hannover (No.2) decision in the course of setting a balance between Articles 8 and 10 ECHR. According to the set of criteria elaborated in this case, the court considers to what extent a piece of communication contributes to the debate of general interest, the notoriety of the person concerned and the relationship to the press, the prior conduct of the person concerned, and the circumstances in which the material at issue was obtained. In the course of such balancing, it must be taken into account whether or not a person shown on a photograph agreed to the shooting and publication of the picture, and if the picture was taken without the subject’s knowledge, or otherwise in a fraudulent or otherwise unlawful manner. The nature and seriousness of intruding into the private life of the subject (content and form of the publications), and the consequences of publishing the photograph for the individual concerned must also be taken into account.

However, the assessment of individual components of the standard, which was elaborated by the court with an offline environment in mind, is subject to continuous changes in the era of online communications. In a paper discussing the nature of the right to be forgotten, Gabrielle Guillemin described this situation with the phrase of old concept, new challenges. With regard to the first component of the standard, Guillemin argues that the interpretation of the term contribution to the debate of general interest is a product of considerable developments in the case law of the ECtHR, and its limits cannot be specified.

29 Google Spain at 97-99.
33 Von Hannover v. Germany (no. 2) (2012).
34 Guillemin (2015) at 231.
clearly. According to the decision passed in Animal Defenders Int. v. UK\textsuperscript{35},
general interest information include information and data pertaining to the affairs of politicians, public health and safety, legislation, consumer and social interests, environmental protection, and other information concerning the economy, culture, or the arts. Guillemin also points out that Mosley v. UK\textsuperscript{36} represented a turning point in the assessment of general interest information, as the ECtHR made a distinction between public interest information and information the public might be interested in. According to the ECtHR, the latter includes information that is not public interest information but can satisfy the information needs of the public. In this regard, Guillemin argues that the standards of public interest information and information the public might be interested in are to undergo fundamental changes in the era of the Internet, as the matter of what information may be considered public interest information is going to become much more complicated than ever before. Individual online posts may seem insignificant and should not be considered public interest information. However, if the path to the information contained therein is erased due to the right to be forgotten, then the piece of information concerned becomes permanently inaccessible, even if it might contribute to finding the truth about an issue. This could cause difficulties in matters where certain aspects of the matter are of public interest.\textsuperscript{37} Furthermore, the court emphasised in Times Newspapers Ltd. v. United Kingdom that, similarly to the safekeeping of traditional databases, there is a public interest in safekeeping online archives that maintain the flow of information. This consideration is known as a cultural aspect of the Internet, as it contributes to the preservation of cultural values. The court also emphasised that, in a sense, Google created a mobile archive that is identical to the Internet itself.\textsuperscript{38} Google plays an important role in granting the public access to news and spreading information.\textsuperscript{39} The position of the ECtHR is fundamentally expressed in an important guidance provided in another case, noting that the authorities are not tasked with “rewriting history” by allowing the erasure of online data.\textsuperscript{40} In light of the above, one might agree with Wechsler in that the court fundamentally took a stand on the side of the right to remember against the right to be forgotten.\textsuperscript{41}

The following component of the traditional balancing standard is the assessment of notoriety and status as a public figure of the individual concerned. In Lingens v Austria, the ECtHR explained that the personality rights of public figures are exposed to more significant attacks, and such individual need to carry a greater burden and have a higher level of tolerance.\textsuperscript{42} The public might be interested in the private life of public figures, and the freedom of expression provided for in Article 10 ECHR may also be exercised more freely with

\textsuperscript{35} Animal Defenders Int. v. UK (2013).
\textsuperscript{36} Mosley v United Kingdom [2011].
\textsuperscript{37} Iglezakis (2016).
\textsuperscript{38} Times Newspapers Ltd (Nos. 1 And 2) v The United Kingdom (2009).
\textsuperscript{39} Magyarországi Tartalomszolgáltatók Egyesülete and Index Zrt v Hungary (2016).
\textsuperscript{40} Węgrzynowski and Smolczewski v. Poland (2013).
\textsuperscript{41} Wechsler (2015).
\textsuperscript{42} Lingens v Austria (1986).
regard to such individuals. Furthermore, the court also ruled in another case that even taxation related matters can be of public interest. In other respects, the case law of the ECtHR suggests that information pertaining to private life may not be published, unless it is related to a public function or is otherwise of public interest. The factors mentioned in Axel Springer might serve as important guidelines in deciding on the relationship between this right and the right to private life, and on how it could be balanced against the freedom of expression. In that case, the court ruled that, in order to establish the violation of the right to private life, the infringement must reach a certain threshold of seriousness, suggesting that the communication concerned had, or is capable of having, a detrimental impact on the right to private life. Furthermore, the court also explained in its judgement the violation of the right to private life may not be invoked in a situation where the infringement was foreseeable and is rooted in the actions of the individual concerned. If these conditions are met, the erasure of the respective piece of information may be regarded as a means of limiting access to information. In such cases, the court needs to examine if the rights of the claimant have been violated indeed by the fact that the given pieces of information became available on the Internet, and to what extent the rights of the individual concerned would be harmed by the information remaining available online, when compared to the requirements of public interest.

The balancing standard of the ECtHR takes also into account the actions taken by the individual concerned that led to the publication of information pertaining to his or her private life. Daily activities pursued in social media might be relevant to this issue, as users consent to the processing of their data on such media surfaces. In such situations, Article 8 ECHR may not be invoked, if the individual concerned cannot show that search engines connect his or her name to various pieces of information in an unlawful manner. Since the individual concerned made information on his or her private life publicly available previously, he or she may not claim that his or her previous action did not constitute consent to making such information available. In this respect, the court considered information pertaining to criminal proceedings as information the public has a right to know, as, in such situations, the previous behaviour of the individual concerned implies the possibility of violating his or her right to private life.

Furthermore, the balancing standard of the court also takes into account the manner and form of making the respective piece of information available to the public. The manner of making information public is not easy to track in an online environment, as the logic applied by search engine algorithms to connect pieces of information make this task almost impossible. Moreover, the first few hits published on the list of search results of a search engine may be relevant, as those hits are capable of causing the most significant damages to an individual. For this reason, ranking is another aspect the court may need to take into account.

44See Fressoz and Roire v. France (1999).
45See Axel Springer AG v. Germany (2012).
Another solution could be if search engines made available other opinions as well, for example by acknowledging a right to respond. However, experience has shown that even if responding to information is made possible, “responses” to an article concerned are usually not displayed on the first hit page, casting a shadow of doubt over the efficiency of such a solution. In conclusion, the question of whether or not the respective piece of communication was published on one of the first hit pages should be taken into account.

In the course of balancing the right to respect for private life and the freedom of expression, the ECtHR also takes into account the manner in which the given piece of information was acquired. In the case law of the court, the consent of the individual concerned serves as due ground for publication, as noted above. The mere fact that a piece of information was obtained unlawfully does not render its use unlawful in and of itself, and does not imply that it must be removed from the public domain. In conclusion, it seems likely that, in the future, the focus of the ECtHR case law will shift from the issue of whether or not a piece of information is made available to others through the activities of a search engine to the matter of whether or not a given piece of information is of public interest. The latter factor may justify the circumstances of collecting the respective piece of information, as well as the assessment criteria pertaining to the right to be forgotten.

Recommendations Regarding the Assessment Criteria pertaining to the Right to be Forgotten

We are living in a world of Google. This means that we do not need to visit a library to copy books, because countless books are made available by Google in their entirety. However, Google also interlinks data provided to it by its users while they surf the Internet, and makes information generated through such interlinking universally available to other persons. Thus, Google has an obvious and significant role in deciding on what is presented to a user, what news are users informed about, and what content is made available to users. Google has a role in how the available information can shape the personality of users, and it can also infringe the personality rights of its users. For this reason and as discussed above, making pieces of information inaccessible might constitute an important means of protection the personality of individuals, and, considering that the shaping of opinions and beliefs of users is at stake, it might be necessary to introduce special objective requirements to facilitate the making of decisions concerning the legality of such “forgetfulness”. The examination of the source of publication of the information to be forgotten might serve as such a factor. For example, pieces of information that are clearly relevant to journalistic activities should not be forgotten, and books and academic articles should not be rendered inaccessible. Furthermore, the right to be forgotten should not be applied in the context of information published by an official authority online.

48Prins (2014) at 2763.
Another relevant factor could be the time element, which is based on the idea that information becomes irrelevant after a certain time, as the interest in having access to the information keeps reducing over time. Rolf Weber distinguishes between a right to forget and a right to be forgotten. The former is related to a past event, while the latter is not subject to any time related requirement, as it may be exercised by the data owner at any time. The court could also take into consideration this factor in the course of assessing the issue of the right to be forgotten. According to Google Advisory Council, certain kinds of information will be always available, such as information on crimes against humanity, because there is a public interest in keeping such information available without taking into account the lapse of time. However, there are rules that enable the perpetrators of crimes to start again with a “clean slate” after some period of time. For example, a juvenile delinquent is normally exempted from the consequences of having a criminal record after some time, provided that certain other conditions are met. However, such crime related information cannot be erased without the introduction of these rules.

It seems that the acknowledging the relevance of time can facilitate the identification of certain objective factors pertaining to the right to be forgotten. However, it should be noted that erasing such information without adopting a national regulatory framework first seems ill-advised. The direct applicability of the GDPR will mean the adoption of such national rules and the consolidation of European legislation on this field. However, the actual application of the right to be forgotten will show what other conditions need to be met to be able to decide on individual cases of exercising the right to be forgotten and to enable the courts of law to assess such cases on the basis of objective criteria. The criteria suggested above have been elaborated in pieces of legal literature and might be worthy of being taken into account by the ECtHR in future cases.

Conclusions and Findings

The right to be forgotten enables data subjects to cut links to pieces of information published online, while the information itself remains accessible. A most important problem with recognising this right as a human right as part of the right to private life seems that it may limit the freedom of expression on online surfaces, as well as the right of the public to access information. The acknowledgement of this issue, when taken in combination with other relevant factors, might shift the balance toward a more powerful approach regarding the acknowledgement of the right to private life. The problems arising from the operations of the Internet, and the relationship between technology and human
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rights are far more complex. There is a wide gap between technical development and its legal implementations procedure, as legislation and the case law of courts is unable to keep up with the pace of digital progress without a significant delay. Furthermore, a seemingly emerging trend can simply become outdated overnight. Nonetheless, it seems clear that mass publicity driven by the consumption of news has overcome the existing barriers between private life and the public sphere, and this change compelled legislatures and courts of law to re-consider the foundations of existing rules and legislation. It seems that the new emerging social structure enabled virtual publicity to blur the traditional distinction between areas of public and private life more efficiently than it happened ever before.

This paper made an attempt to outline some challenges regarding the interpretation of the right to be forgotten as reflected in the case law of the European Court of Human Rights and in comparison to the reasons presented by the Court of Justice of the European Union in its Google Spain decision. As pointed out above, the Google Spain decision failed to elaborate an accurate definition for the right to be forgotten, and it is also inconsistent with principles enshrined in the case law of the ECtHR, which plays a fundamental role in defining minimum European requirements. Thus, it may lead to uncertainties regarding the interpretation of European legal systems. Legal literature also fails to overcome such uncertainties, as the number of papers discussing the roots of the right to be forgotten in ECtHR case law is rather limited, even though the interpretation of the Charter of Fundamental Rights invoked in the Google Spain decision is supported by the ECtHR case law. Further inquiry into that case law would contribute to the scientific assessment of such matters. The directly applicable GDPR may bring about some clarity regarding the European understanding of the right to be forgotten, but it seems unclear how the interpretation of the difficulties arising from the application of the Regulation could be accommodated by the jurisdiction and case law of the ECtHR. In light of its current case law, it seems that the European Court of Human Rights is in favour of the enforcement of a right to remember, and it appears somewhat reluctant to generally enforce the right to be forgotten in the online realm.
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